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Best Value Terms and Conditions Guide

The following table presents the contract terms and conditions which are provided by GSA FSS and additional terms or conditions which should be included in all ESI BPAs, orders  or other contracts for software, along with a brief explanation of the term or condition and the rationale for the term.  

	CATEGORY NUMBER
	TERM OR CONDITION
	OBJECTIVE
	RATIONALE/RECOMMENDATIONS
	GSA
	BPA
	ORDER

	GSA TERMS AND CONDITIONS

	1
	FAR 52.212 Contract Terms and Conditions – Commercial Items
	Specify the underlying Ts and Cs for commercial IT services and products
	The FAR 52.212 series of clauses address the general contract terms and conditions for commercial items.  Schedule 70 of GSA FSS addresses IT products and services.
	X
	
	

	1a
	52.212-4 (d) Disputes
	Specify the dispute resolution mechanism.
	See Contract Disputes Act of 1978, as amended (41 U.S.C. 601-613).
	X
	
	

	1b
	52.212-4 (g) Invoice
	Ensure invoices have all required information and meet other format requirements.
	Specifies the information required for invoices.
	X
	
	

	1c
	52.212-4 (h) Patent Indemnity
	The government should demand two types of indemnifications – 1.  Indemnification against product infringement and 2.  Indemnification against third party claims for property loss, damage, personal injuries or death caused by vendor or vendor’s employees and agents.
	The government’s license of the Publisher’s software carries a potential liability to other parties if it turns out the vendor does not have clear and complete IP ownership of the software.  It is imperative the government receive indemnification from the vendor in case vendor’s software infringes on IP owned by others.  Additionally, the government does not want to take on liability to third parties for injuries or other damage caused by vendor.  This could include, for example, a government contractor who is injured on government property by a vendor employee.  The government will likely need to make these provisions mutual, as most vendors will require mutuality.  The clauses proposed are intended to address this mainstream situation.  There may need to be additional indemnifications specified. GSA is considering new policy guidance.
	X
	
	

	1d
	52.212-4 (i) Payment
	Ensure the requirements for payment are communicated and met.
	Payment shall be made for items accepted by the ordering activity that have been delivered to the delivery destinations set forth in the contract.
	X
	
	

	1e
	52.212-4 (j) 

Risk of Loss
	The government should seek to minimize risk due to loss or damage of purchased products prior to or during the delivery process.
	Risk of loss rests with the Contractor until delivery to a carrier if transportation is FOB Origin or delivery to the destination specified by the ordering authority if the transportation is FOB Destination.
	X
	
	

	1f
	52.212-4 (l) & (m)Termination
	The government should reserve the right to terminate for convenience.  The government should not allow vendor to terminate mission critical services without government concurrence.
	The two core obligations which give rise to a termination for breach are non-payment by the customer and breach of warranty (non-performance of product) by the vendor.  These will be highlighted in the termination for breach provision.  In both cases, there will be a cure period and a dispute resolution mechanism, subject to a termination for convenience provision for the government.  In all cases, the government must pay for value received.  In all cases, vendor must not terminate mission critical support or subscription services, subject to cure and dispute resolution for non-payment.  If the government terminates for any reason, the vendor must immediately return any customer data it holds.

GSA is reviewing sufficiency of the current clauses.
	X
	
	

	1g
	52.212-4 (o) Warranty
	The government should seek to obtain the most favorable warranty possible.
	The FAR clause specifies the Contractor warrants and implies that the items delivered are merchantable and fit for use for the particular purpose described in this contract.

Additional specific warranty terms regarding initiation and length are included at the order level.
	X
	
	

	1h
	52.212-4 (p) Limitation of Liability
	The government should have strict limits of liability to the vendor and should demand strict coverage from the vendor.
	Typically the parties will mutually exclude liability for any special, incidental, indirect, consequential, exemplary or punitive damages except for obligations under indemnities, confidential information or for personal injury, death or physical damage to property.  Direct damages arising from contract performance, under any legal theory, should be limited to the greater of fees paid or some dollar amount - many such contracts use $1 million as the dollar limit.

GSA is reviewing sufficiency of the current clauses.  GSA is considering new policy guidance.
	X
	
	

	1i
	52.212-4 (r) Compliance with Laws
	The government seeks to ensure all Contractors are aware of and comply with laws unique to government contracts.
	This section specifies laws unique to government contracts which Contractors agree to comply with.
	X
	
	

	1j
	52.212-4 (s) Order of Precedence
	The government should provide a mechanism for resolving inconsistencies among contract documents or laws governing government purchasing activity.
	This section lists the precedence of various contracting documents and laws to resolve inconsistencies between provisions.
	X
	
	

	2
	552.238-78 

Scope of Contract
	
	This clause identifies those government entities which may place orders under the contract.
	X
	
	

	3
	C-FSS-370 Contractor Tasks/Special Requirements
	
	This clause lists eleven Contractor special requirements including security clearances, travel, certifications, insurance, etc.
	X
	
	

	4
	I-FSS-600 

Contract Price Lists
	
	This clause provides the details for Contractor electronic contract data and the details required for price lists.
	X
	
	

	5
	Confidentiality
	
	Confidentiality requirements are met by applicable law.  See Far Part 3.104.  Additional language can be added to the solicitation to inform all offerors and current vendors "Terms of this contract pricing may be released". This language must be approved by S70 senior management.
	X
	
	

	6
	No Oral Modification (NOM)
	The government should not allow oral modifications to any license or other contract
	The proposed clause will prohibit oral modifications and will recite the agreement to be the complete agreement between the parties.  

GSA: CURRENT LANGUAGE EXISTS TO STATE EVERYTHING MUST BE “WRITTEN” Clause 552.243-72 for the MAS level.

	X
	
	

	7
	Severability
	The government should allow provisions to be severable.
	The proposed clause will allow unenforceable provisions to be severed and enforceable provisions to remain. GSA CURRENTLY RESEARCHING
	?
	
	

	8
	Choice of Laws (COL)
	The government will establish the COL provisions specified in the FAR.
	The FAR provisions naming appropriate administrative and other federal courts will be included.  GSA SCHEDULE 70 (S70) WILL ADDRESS THIS ISSUE WITH NEW POLICY
	X
	
	

	BPA TERMS AND CONDITIONS

	9
	Intro
	Specify the BPA standard terms and conditions.
	Specifies the parties and effective date.
	
	X
	

	10
	Funds Obligation
	Specify the BPA standard terms and conditions.
	Advises the BPA does not obligate funds.
	
	X
	

	11
	Authorized Users
	Specify the BPA standard terms and conditions.
	Identifies authorized users of the BPA.
	
	X
	

	12
	Term and Survival
	Specify the BPA standard terms and conditions.
	Sets the BPA term and identifies provisions of the BPA which survive its termination.
	
	X
	

	13
	BPA Organization
	Specify the BPA standard terms and conditions.
	Describes the organization of the BPA document into general terms and conditions part and a number of attachments for the types of products and services (e.g., Software, Support Services, etc.)
	
	X
	

	14
	Product and Service Offerings
	Specify the BPA standard terms and conditions.
	Includes a table describing the various master agreement attachments in the BPA.
	
	X
	

	15
	Pricing Terms
	Specify the BPA standard terms and conditions.
	Addresses prices, additional discounts and SmartBUY.
	
	X
	

	16
	Product and Pricing Data
	Specify the BPA standard terms and conditions.
	Addresses product and pricing data submission requirements.
	
	X
	

	17
	Ordering
	Specify the BPA standard terms and conditions.
	Addresses the Ordering Guide and applicability of FARS and DFARS.
	
	X
	

	18
	Contractor BPA Management
	Specify the BPA standard terms and conditions.
	Report of Sales, PMRs, Marketing and Promotion requirements.
	
	X
	

	19
	Termination 
	Specify the BPA standard terms and conditions.
	DoD reserves the right to use products beyond BPA termination.
	
	X
	

	20
	Relationship of the Parties
	Specify the BPA standard terms and conditions.
	Standard Far provisions establish the Contractor has an independent contractor status with the government – not an employer/employee relationship.
	
	X
	

	21
	General Provisions
	Specify the BPA standard terms and conditions.
	An assortment of standard or ‘boilerplate’ terms, e.g., severability.
	
	X
	

	22
	License Assignment and Transfer 
	The government should have the right to transfer licenses to ‘affiliates’ across the DoD enterprise.
	The concepts of ‘affiliate’ and ‘enterprise’ are borrowed from the commercial world to enable DoD to transfer licenses.
	
	X
	

	23
	Post-termination restrictions / reuse
	The government should not agree to restrict the its rights to acquire and use a product competitive to Publisher’s product after ceasing or terminating the use of Publisher’s software.
	Some vendors, usually resellers, will attempt to insert a clause in a license agreement prohibiting the government from procuring the same or similar software for some period (usually one year) after the government terminates a license.  The rationale often has to do with resellers protecting themselves from losing money in long term agreements where early years of the agreement are at pricing favorable to the government.  This is more common in subscription agreements than other license types.  The government should never limit its ability to license competitive or similar software.
	
	X
	

	24
	Audit
	The government must limit audit rights.
	Audit is an important provision requiring special attention because it deviates from the commercial standard.  DoD will not allow inspection of its internal systems, so user audits to ascertain contract compliance will rely on inspection of DoD’s internal audit records.
	
	X
	

	25
	IP Rights and Data Ownership
	DoD should have the right to own innovations in functionality.  Data ownership must be retained.
	This section addresses DoD ownership of new features suggested by DoD which are subsequently incorporated into Contractor’s Programs and makes clear the Government’s sole ownership and control of the Government’s data.
	
	X
	

	26
	Functionality Protection
	The government should be protected from a software company suddenly ending a set of features or functions critical to the government.
	In the event the Publisher stops supporting a product or discontinues it, the Functionality Protection clause requires the software publisher to provide alternative product or functions to the government.
	
	X
	

	27
	Source Code Escrow
	The vendor should agree to escrow its software for access by the government in certain circumstances.
	The government should take advantage of the broad array of software applications available in the market.  Some vendors are large, some small, some have been in business for years while others are relatively new.  All are subject to the financial risks of the marketplace.  In many instances the government uses software for mission critical business processes and technical infrastructure, so it can’t afford to lose the use of this software.  In every case, the government takes a risk the software publisher will not continue in business or otherwise lose its ability to support the software or provide subscription services.  An escrow agreement provides the ability to access the vendor’s source code software (the human readable form before compiling or interpreting to object or machine readable code) under specified conditions (e.g., bankruptcy, other business interruptions) so the government can continue unfettered use and maintenance despite the vendor’s business condition.

One of the key elements of an escrow agreement should be the requirement for the escrowed code to be tested to ensure it performs as expected, thereby ensuring the software would be useful for its intended purpose if it necessary to retrieve and use it.
	
	X
	

	ORDER TERMS AND CONDITIONS

	28
	License grant and type
	A license grant should generally provide the government with broad rights to operate, use, customize & modify the software.
	There are three primary types of software licenses:  

1. Perpetual; 2. Term; 3. Subscription.  

For perpetual and term licenses, the government can take physical possession of the software.  In the subscription case, the Publisher sells a right to use an application hosted by the Publisher or an authorized third party for a monthly fee.   License grants should provide the government unfettered rights to use the software within the boundary definition of the license.  This usually includes the right to use all software capabilities, make modifications or customizations to the software and in some cases copy and distribute the software within the user population.
	
	
	X

	29
	License unit of measure
	
	There are five primary ways to define the boundaries of use:  1. Named users (each user ID is counted); 2. Concurrent users (an upper limit of user IDs can access the system at one time); 3. Processors (the number of CPUs where the software can be loaded); 4. Site licenses for use at a specific location; and, 5. Enterprise licenses for use across an enterprise, regardless of the number of users or processors.  
	
	
	X

	30
	Product or Service Warranty
	It is important for the government to maximize its warranty rights.
	The start date and length of product or service warranty should be specified.  With enterprise software, the start date can be negotiated because the initial use may be many months after delivery if complicated implementation is required before productive use can begin.
	
	
	X

	31
	IP Rights
	The government may want to reserve certain IP rights for custom work or the creation of derivative works by a Contractor.
	Additional definitions of IP rights to derivative products and other types of IP can be defined at the order level.
	
	
	X

	32
	Third party/Open Source Software
	The government should ensure all third party and open source software is identified by the vendor and that the government’s license for the vendor’s software provides all rights to use, modify, customize and operate the software, including any open source or third party software.  
	The government must ensure it does not have to procure additional licenses or risk liability for direct or indirect infringement of third party IP.  This is especially important for GPL (General Public License) software.  

GSA is currently researching and may add language to Solicitations.

	
	
	X

	33
	Quantity
	
	The number of users, processors, etc. (depending on unit of measure selected) must be specified.
	
	
	X

	34
	Price
	
	The price should be taken from the BPA attachment as a starting point.
	
	
	X
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